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agencies in compliance with OJARS
regulations.

[41 FR 11715, Mar. 19, 1976, as amended at 42
FR 61596, Dec. 6, 1977]

§ 20.24 State laws on privacy and secu-
rity.

Where a State originating criminal
history record information provides for
sealing or purging thereof, nothing in
these regulations shall be construed to
prevent any other State receiving such
information, upon notification, from
complying with the originating State’s
sealing or purging requirements.

§ 20.25 Penalties.
Any agency or individual violating

subpart B of these regulations shall be
subject to a fine not to exceed $10,000.
In addition, OJARS may initiate fund
cut-off procedures against recipients of
OJARS assistance.

Subpart C—Federal System and
Interstate Exchange of Crimi-
nal History Record Information

§ 20.30 Applicability.
The provisions of this subpart of the

regulations apply to any Department
of Justice criminal history record in-
formation system that serves criminal
justice agencies in two or more states
and to Federal, state and local crimi-
nal justice agencies to the extent that
they utilize the services of Department
of Justice criminal history record in-
formation systems. These regulations
are applicable to both manual and
automated systems.

§ 20.31 Responsibilities.
(a) The Federal Bureau of Investiga-

tion (FBI) shall operate the National
Crime Information Center (NCIC), the
computerized information system
which includes telecommunications
lines and any message switching facili-
ties which are authorized by law or
regulation to link local, state and Fed-
eral criminal justice agencies for the
purpose of exchanging NCIC-related in-
formation. Such information includes
information in the Computerized
Criminal History (CCH) File, a cooper-
ative Federal-State program for the
interstate exchange of criminal history

record information. CCH shall provide
a central repository and index of crimi-
nal history record information for the
purpose of facilitating the interstate
exchange of such information among
criminal justice agencies.

(b) The FBI shall operate the Identi-
fication Division to perform identifica-
tion and criminal history record infor-
mation functions for Federal, state and
local criminal justice agencies, and for
noncriminal justice agencies and other
entities where authorized by Federal
statute, state statute pursuant to Pub-
lic Law 92–544 (86 Stat. 1115), Presi-
dential executive order, or regulation
of the Attorney General of the United
States.

(c) The FBI Identification Division
shall maintain the master fingerprint
files on all offenders included in the
NCIC/CCH File for the purposes of de-
termining first offender status and to
identify those offenders who are un-
known in states where they become
criminally active but known in other
states through prior criminal history
records.

§ 20.32 Includable offenses.

(a) Criminal history record informa-
tion maintained in any Department of
Justice criminal history record infor-
mation system shall include serious
and/or significant adult and juvenile
offenses.

(b) Excluded from such a system are
arrests and court actions limited only
to nonserious charges, e.g., drunken-
ness, vagrancy, disturbing the peace,
curfew violation, loitering, false fire
alarm, non-specific charges of sus-
picion or investigation, traffic viola-
tions (except data will be included on
arrests for manslaughter, driving under
the influence of drugs or liquor, and hit
and run).

(c) The exclusions enumerated above
shall not apply to Federal manual
criminal history record information
collected, maintained and compiled by
the FBI prior to the effective date of
these Regulations.

[Order No. 601–75, 40 FR 22114, May 20, 1975, as
amended by Order No. 1601–92, 57 FR 31318,
July 15, 1992]
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